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ABOUT THIS CHART

22"x17" (Size C) paper.

This chart organizes acquisition security policies
and guidance by purpose and Office of Primary
Responsibility (see Color Key). It is intended to
show all policies an acquisition program may need
to comply with and direct them to the full text.

Policies that cross categories apply to both
categories. No meaning is intended by the
organization of the categories.

In the electronic version available on the DDR&E/
SE website (http://www.acq.osd.mil/sse/), each
policy is hyperlinked to its full text online. To use
the hyperlink, simply click on the policy.

For printing, the print version is best viewed on
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